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WELCOME MESSAGE

S loan C. BACIVAROV
= PresidentRomaniamAssociation for Information Security Assurance (RA)SA
3 ‘ ProfessoEmeritus ETTI Faculty,University Politehnta of BucharesiRomania

ﬁ https://www.raisa.org
A By

Ladies and gentlemen,

it

First of all, I would like to extend to you, as President of Rmenanian Association for Information Security
AssurancgRAISA) a warm welcome to theybercon Romaniaonferencel would like to express our special
thanks for the support given in organizi@gbercon Romanid022to theU.S,Embassy in Romaniand tothe
conference partnersuch asthe Romanian National CybeB8eairity Directorate National Cyberint Center
Romanian Policeas well as all the other organizations involved in thiportant area, whose names are
mentioned on theonferencavebsite.

Special thanks are due all the important experts in the field, who presediiieir views during the conference
and contributd to shaping a realistic picture of the challenges, risks and solutions in the field of cybersecur
in the very difficult international period weeagoing throughWe are aware that the achievement of a strong
ficybersecurity cultur@ at nati onal | evel can be achieved onl
public, private and academic sectors.

Digitalization presentsemendous opportunities for businesses, but also increases cybeksislkes mentioned
during the recenEuropeanUnion gybersecurity conferensewhen cybefattacks hit infrastructures that are
critical to the functioning of our economies and of ouisties, they do not only disrupt our networks; they
directly put at risk the lives of the citizens.

All these comes to prove the topicality and importance of cybersecurity in the current period and to highlight
importance of scientific forums in whicspecialists in the field to debate and seek to find solutions to thes
pressing problems, as is tgberconRomaniaconferenceCyberCon Romania 2028ims to raise the level of
awareness, embodies the cybersecurity culture, and share best practgigsin ¢ybercrime.

Finally, we would like to thank all the authors who submitted their wmtkescientificsideof this conference
all expertsthat presenteth the panels, and all those who contributed tocinaference with their efforts and
support. We hope that tli&/bercon Romania 202ihline ®nferencavasbothastimulating and enjoyabkevent
which providedthe latestesults and trends in cybersecyrit
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SECTION I: DEVELOPING CYBER DEFENCE AND CYBER RESILIENCE

Cyber Romania Sectidh I: May 16, 2022
M a y 18-20 : 2022 Developing Cyber Defence and Cyber Resilience

.
L i loan BACIVAROV
— \ residen
- \.‘
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Dan‘CIMPEAN

In partnership
with

Romanian National Romanian National
Cyber Security Directorate  Cyberint Center

Romanian National Romanian European

, om.
Romanian Police ;- gsitute of Magistracy Banking Institute  Institute of Romania

Speakers

loan BACIVAROV , President, Romanian Association for Information Security ASSu&aESA)
Megan BISHOP, Economic OfficerlJ.S. Embassy in Romania

Anton ROG, General DirectorNational Cyberint Center

Adr i an ,\lcetésident, Eurdtlantic Centre for ResiliencE-ARC)

Liliana MMejpdof@pbbrsecuritynit, General Secretariat of the European Council
Daniel FIOTT, Security and Defence Editdl Institute for Security StudigEUISS)

Hor a Hi us ,Ga@&nmEMaNagerEuropean Security and Defence Coll¢g&DC)

Florin POPESCU, AssociatePr of essor, fACar ol | 0 (UNAP) i onal
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Moderator: Dan CIMPEAN , Director, National Cyber Security Directorate (DNSC)
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Dan CIMPEAN
- 't_:_E Director, Romanian National Cyber Security Directorate (DNSC)

‘ https://www.dnsc.ro

MODERATOR

It goes without saying that setting out and implementing a simplstaadhtforward plan is a cornerstone of
cyber resilience and cyber defence at national level. We need a plan to animate and leverage upon a task f
active promoters, thought leaders and experts that shall bring to the attention of policy and dedgis the
need for reaching an increased level of cyber education and awareness, for projects to demonstrate and acc
adoption of good practices, for information sharing and promoting the most successful cyber security initiat
and best practes. Closer cooperation is instrumental, so bringing together key actors from public institutiol
private companies and academia is a must for having a strong cyber security ecosystem.

loan C. BACIVAROV
PresidentRomanianAssociation for Information Security Assurance (RA)SA
https://www.raisa.org

In the currentcontext, it is important to underline that while organizations continue to purchase and depl
technical controls, not much has been done to focus on the human side of cyberssauréyed Layer 8. The
term Layer 8 is often used by the IT professionals r ef er t o empl oyeesd | ack
cybersecurity culture. Consequently, is of crucial importance for all the countries, professional organizations,
companies to consolidate a powe rofiewfthe inairyodbjectivesetiteu r
Romanian Association for Information Security Assuraisc® support research and education in the field of
cybersecurity in Romanjdor a better cybedefenceand resilience.

a

C)

Megan BISHOP
Economic OfficerU.S. Embassyn Romania
https://ro.usembassy.gov/ro/

Megan spoke about major trends in cybersecurity defense and resilience regarding the U.S. and its &
including NATO and EU countriesShe talked about how the U.S. has prioritized its efforts toward an increase
level d cybersecurity in the current geopolitical contexthr ough t he <c¢creation of

Bureau of Cyberspace and Digital Policy (CDP) in April 2022, the Department has elevated cybersecurity
priority in today Gsvironnmeot.Megansalscmundenscorddi the impatanicezoé Rbrmania
U.S. cyber cooperation in the coming years and highlighted that the role of the private sector was ke
maintaining security through increased information sharing and cooperation witrahgbeernments.
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FIl orin PANI
Head of the Analytical Departmemational CYBERINT Center
https://www.sri.ro

TheNational CYBERINT Center (CNC) within SR¥orksto prevent, detect and mitigate cyber threaainst
Romania’s national security. &eare mainly state sponsored, financially and ideologically motivated eyber
attacks. In the context of the current military conflict, the websites of semevake and public entitiem
Romaniafaced multiple DD& attacksGiven their scale,lthough SRI was not responsilite ensureghe cyber
security ofthe websitesCNC fully supported the investigations conducted by the responsible authorities. T
raise the national awareness, CNC constantly publishes CYBHERiBuiand public statements regarding cyber
attacks that encourage pubjidvate partnerships and contribute to national cyber educational programs.

Adrian DUHI
Vice-presidentEurc-Atlantic Centre for Resilience (BRC)
S WWW.e-arc.ro

Cyberspace is an environment characterized by insecurity and asymmetmyand can be a target ofyber
attack, which is why it is necessary to ensure cyber resilience. But Cyber Resilience is difficult to be achie
because cyber infrastructure is vulnerable to a wide range of threats and vulnerabilities. Asiastitoteynal

hub supporting angarticipating directly to the development of concepts, doctrines and analyses in the field
resilience E-ARC supports the efforts to increase the resilience of population to cyber threats, and assesse:s
in order to build a cyberesilient society, ations have to invest in: Human resources, Redundancies, Flexibility
Implement Fail Safe Systems, Rapid Rebound Capabilities and Lessons Learned process.

Liliana MUREHAN
Head of GbersecurityUnit, General Secretariat of the European Council
www.consiliumeuropaeu

In cybersecurity, the time is now. It is imperative that we act given the current geopolitical security context 1
urges us to rethink how to fend off the cyberattacks. What we need to do is to adapt our approach to over
these changeable threats. Key is to mobilise our full potential by taking cyber out of its tech silo and putting
it at the core of our security and defence. This is what we are doing ElUtheday. We are tapping into the
immense potential of cybersecurity expertise, knowledgeformation across our 27 Member States. Neither
the institutions, nor the private sector can defend our core business alsrgoiftg to be a shared mission to
build together our capacity and our skills, to be prepared to deter and respond &ndylwgorid threats.
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Daniel FIOTT
Security and Defence EditdEuropean Unionnstitute for Security Studies (EUISS)
https://www.iss.europa.eu

&
4

Cyber defence and resilience are an essential part of the wayltsigikes for security and defenand it is a
policy and technology domain that crosses the boundaries between internal and external security. The rec
endorsed EU Strategic Compass for security and defence stresses the importance of cyber defence and it ¢
the Union to build p its cyber defence policy to meet the challenge of global strategic competition. To this el
the EU will lower its technological dependencies and ensure that it frequently conducts cyber exercises as p
its broader preparedness efforts. Througtyikeer posture, thenionalso recognises that the protection of critical
digital infrastructure is a hallmark of power and defence.

Hor a™Hi uAN GARB
Cyber Defence Training Managé&iuropean Security and Defence College (ESDC)
https://esdc.europa.eu

When we are speaking about cooperation in the cyber domain, there are several key aspects to be tal
consideration. None is less important, and cooperation should be developed, understanding the crossc
interaction with any other domain. Startifrgm any small organization or company (resilience plans, strong
cyberawareness education on all levels), crossing the governmental sector (good and updatdchtstipes
and policies), and going to international actors (developing strong pools dfilitegsain region, trust and
stability), cooperation is a musgtnother important aspect is the civilianilitary cooperation, which should be
highlighted especially in crisis and resilience cooperation programmes, continuously trained and maintainec

Florin POPESCU
Associate Professpfi C a r Ndtional Defense UniversitfRomania
https://www.unap.ro

. o
Todayods culture of secur it Yhecompames nead tacggtitreative about lmow
and where they find the next cyber expefthis could be achieved by partnering with local schools and fundinc
more science, technology, engineering, and mathematics programs, creatingtemoship opportunitiesof

early talent, or launching a robust upskilling or retraining initiative internally. Cyber innovation ecosystem sho
involve universities or instituseplaying a leadership role in R&D, funded in partnership with the governmen

and/or private industry. Romanian Academia environment should be encouraged to offer these partnersh
place to convene and experiment in a rich setting with a diversitghofital, business, and advanced technalogy
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SECTION Il: INTERNATIONAL COOPERATION FOR FIGHTING CYBERCRIME

C \'4 ber Romania Section II: May 18, 20232
M a y 18-20 2022 International Cooperation for Fighting Cybercrime

i
\\ @

lonut STOICA Silvia'PORTESI Yvonne SERR
Head of Sectok Cybersectrity Expert Cyber Assistant Legal
E.U. Agency for L.E. Traiblpd,(CEPOL. E.U. Agengy for Cybersecurity (ENISA) Federal Bureau of Invest

MODERATOR

In partnership
with

entral Cy

Philipp AMANN , Head of Strategy, EU Agency for Law Enforcement CooperéitfROPOL)
Il onu™™H S MHead of PectoU Agency for Law Enforcement TrainifGGEPOL)

Silvia PORTESI, Cybersecurity ExperEU Agency for Cybersecurity (ENISA)

Yvonne SERRATO, Cyber Assistant Legal Attaché, Federal Bureau of Investigation (FBI)
Ctt £l i nHeZdoflBureauzentral Cybercrime UniRomanian Police

Sor i n S THe&dlofBureauResearch and Crime Prevention InstitiRemanian Police
Thomas DOUGHERTY, ICHIP Attorney,U.S. Embassy in Zagreb, Croatia

Chris STODDARD, Expert National CyberForensics and Traininglliance (NCFTA)

1=

Romanian National Romanian National R ian Pol Romanian National Romanian European
Cyber Security Directorate  Cyberint Center omanian Police  ynstitute of Magistracy  Banking Institute  Institute of Romania

Speakers:

= =4 =4 -4 -4 4 -5 4

Moderator: Virgil SPIRIDON , Head ofOperationsCybercrimeProgrammeOffice of the Council of Europe
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Virgil SPIRIDON
Head of Operations, Cybercrime Programme Office, Council of Europe
www.coe.int/cyberdme

MODERATOR

Council of Europe has a global action on cybercrime which promotes international legal staBddegse§t
Conventioamost relevant international treaty on cybercrime amidence) backed up by capacity building
support for criminal justice authorities. Moreover, goercrime Convention Committ€®-CY) which is the
follow up mechanism on the implementation of the Budapest Convention brings together cybercrime exg
from members to the Convention for assessing cyimee global challenges. As a major highlightC¥
coordinated for the last four years the negotiations dbttw®l Additional Protocol to the Budapest Convenjion
on enhanced cooperation on cybercrime aeglidence.

Philipp AMANN

Head of StrategyEuropean Cybercrime Centré&uropean Union Agency for La
Enforcement Cooperation (EUROPOL)

https://www.europol.europa.eu

Cybercrime remains a top threat within theropean Uniorand beyond, and continues to cause significant
damage, disruptioand financial losses. With criminals seeking to maximise their illicit gains and operatin
across borders and from different jurisdictions, a networked response is required based on internat
cooperation and supported by the necessary legal framewdnksmust include law enforcement, industry, the
CSIRT community, academia and pubtigvate partnershipssuch as thé&lo More Ransonmnitiative. The No
More Ransons an initiativeof law enforcemenagencesand cybergcurity companigswith the goal to help
victims of ransomware retrieve their encrypted data without having to pay the criminals.

l onu™™ STOI CA

Head of Sector- CEPOL Cyercrime AcademyEuropean Union Agency for La
\ Enforcement Training (CEPOL)
=8 https://www.cepol.europa.eu

P

Training and education are important factors in the fight against cybercrime and the approach shoul
coordinated and sustainable at EU level. The EU Agency for Law Enforcement Training (CEPOL) is provid
training to LE agencies across EU and to ofreamework partners on cybercrime and other thematic areas i
line with the training need analyses regarding the beneficiary countries. We should keep in mind that technc
is the most rapidly developing area and cytr@minals are often among the easli@dopters of new technology.

Therefore, LE agencies have the obligation to keep the pace with the innovation and in order to encourag
development, the new regulations aim to provide legal certainty, protection and ensure financial stability.
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Silvia PORTESI
L Cybersecurity Experuropean Union Agency for Cybersecul(BNISA)
* F https://www.enisa.europa.eu
x €enisa |m L P
x ¥

During incident handling and cybercrime investigations CSIRTs and Law Enforcement Agencies (LEAS) inter
and cooperate. Examples of their synergies are the technical supportlRas €C&n provide to the LEAs or the
knowledge on investigative skills that the LEAs can share with the CSIRTs. At national and even more at cr
border level the cooperation can be complex. Appointing liaison officers, sharing methodologies and platfo
as well as organizing mutual and joint training facilitate this cooperation. For more informati@ZEeN|ISA
Report on CSIRILaw Enforcement Caeeration Handbookand theToolseton CSIRFLE cooperation or
contactCSIRT-LE-cooperation@enisa.europa.eu

Yvonne K. SERRATO
Cyber Assistant Legal AttachEederal Bureau of Investigati¢RBI)
https://www.fbi.gov/

There arearious threatto all countries: to personal safety, to the health of wertthomies and to all countries’
national securityRansomware is currently one of the biggest international thteatsnational cybercriminals
use malicious software to hold digital systemostage and demand a ransdrhe cyberattacks have targeted
critical infrastructure, law enforcement agencies, hospialsools, municipalities and businesses of all sizes.
Addressing cybercrime requires strong and enduring partnerbbipgeen public and private sectors: law
enforcement, academia, industry, etand international counterpartdike the Romanian National Police
specificallythe Directorate fotCombating Organized Crime

W Ccitilin ZETU
Head of BureauCentral Cybercrime Unit, Romanian Police
https://www.politiaromana.ro

The Romanian Police, through his specialized Central Cybercrime Unit, is working to combat a large numbe
cybercrime related threats as non cash means of payment and Internet frauds, child sexual exploitation ov
Internet and cybeattacks. Latelyan increase of attacks driven from the military conflict in Ukraine challenges
both law enforcement and cyber security sector. Also, a wave of Android Malware campaigns delivered ¢
Short Message Servi¢g€MS) impacted a large number of Romania citizdfighting these kinds of threats is
only possible through solid cooperation and continuous efforts in specializing the public sector and
enforcement representatives.
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Sorin STINICI

Head of BureauResearch and Crime Prevention Institute, Romanian Police
https://www.politiaromana.ro

The IT revolution that we are currently experiencing moved a lot of crimes online. But, when we talk about cr
prevention, it is not only the cyber space that we have to protect, but the physical one in the same time. In th
years, the Romanian Podi tried to mix the classioffline approach with the digital one in the matter of crime
prevention. Cybercrime has a very fast rate of development and diversifieatebwe try to keep our methods
updated. Crime prevention represents the most effective tool to tackle cybercrime. \Weethir about big
projects/campaigns, at national, regional or local level, or singular actions, the partnership with governme
and norgovernmental organizations or with companies represent a valuable instrument of preventive appro

ThomasS.DOUGHERTY

International Computer Hacking and Intellectual Property (ICHIP) Attorney for Cel
Eastern and Southern Europe at the U.S. Departm@dnuisti€e (DOJ)
https://hr.usembassy.gov

Mr. Thomas Dougherty, ICHIP Attorney Advisor for Central, Eastern and Southern Europe, provided
overviewt he U. S. DOJ6s Computer Cr i meCIP&)naddCHIR pragtand e c t
international cybercrime cooperation effort§he ICHIP program is funded by the U.S. State Department anc
implemented by the U.220J and consists df2 Federal Prosecutors stationed in Europe, Africa, Asia and the
Western Hensphere2 digital forensic experts and 1 cyber investigator (FBI Agalhtyorkingtogetherto with
prosecutors, judges and investigators to build cyberccampacityand international cooperatidhroughcase
based mentoring, legislative reform ahe use of international digital eviderskearing platforms.

Chris STODDARD
Director of OperationdNational CybetfForensics and Training Allian®ICFTA)
https://www.ncfta.net

The National CybeForensics and Training Alliance (NCFTA8 a nonprofit partnershifpetween private
industry, government, and academia for the sole purpose of providing a naugtatienvironment that enables
two-way collaboration and cooperation to identify, mitigate, and disrupt cyber.cN@ETA objectives for
information sharing isdentifying risk, threats, and threat actors impacting the cyber ecosystem, confir
assumptions, share mitigation strategies to help make everyone more resilient and leverage law enforceme

judicial process to disrupt the miscreants responsible for the criminal activity: disrupt criminal infrastructure :
make indictments/arrests.
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SECTION lll: CYBERSECURITY CHALLENGES AND OPPORTUNITIES

Cyber Romania Sectidh i My s, 2022

M a y 18-208 202 Cybersecurity Challenges and Opportunities
1

v
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E; 4 Geners r

Regiol irect®: Chief Security Strategist
Bitdefender
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Best Internet Securi

II=v Y

Speakers:

In partnership

with - e
Romanian National Romanian National R ian Pol Romanian National Romanian European
Cyber Security Directorate  Cyberint Center omanian Police  institute of Magistracy  Banking Institute  Institute of Romania

Megan BISHOP, Economic Officer, U.S. Embassy in Romania

Adrian DANCIU , Regional Director, Fortinet

Paul MARAVEI , General Director, Cisco Romania

Ctt L1 i n, CledBeturitStrategist, Bitdefender

Magda POPESCU, Outside Legal Counsel to the Digital Crimes Unit, Microsoft Corporation
Adrian IFRIM , Senior Manager, Deloitte

Radu STI NIEG,Gahdline

Bogdan TOPORAN, CEO,Best InterneBecurity

= =4 =4 -4 -4 4 -5 4

Moderator: Toma CIMPEANU, CEO, National Association for Information Systems Sec(AtySSI)
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Toma CIMPEANU
CEQ, National Association for Information Syster@scurity (ANSSI)
WWW.anssi.ro

MODERATOR

The pandemic brought several new trends, such as the rise of hybrid work and increasing reliancebaseatbud
solutions, while the geopolitical tensions in the wakeUgfaine invasion emphasize the importance of
cybersecurity. Cybercrime is now the third largest economy, after US and China, and the annual damage
surpass all natural disasters. Malicious sketeked and nestate actors are reshaping the cyberahlendscape,
whil e existing cybersecurity infrastructures we.|
of EU and NATO, Romania is facing the same challenges as our allies and the only logical way to tackle the
through joint effots and increase cooperation.

Adrian DANCIU
Sr. Regional Director South Eastern Europ€ortinet
https://www.fortinet.com

We see @onvergence dfletworking andSecurity, as well athe move towards consolidation of security vendors
and solutions to reduce complexity and accelerate responsivendgssdts Today 6s cyber t
continues to accelerate, both in volume and sophistication, increasing the demand for high levels of autom
as well as Atificial Intelligenceand MachineLearningmodels To address these challenges, Fortn$ecurity
Fabricdelivers a multiphase approach to cyber securigluding the preventioof threatswhile continuing to
detect intrusion or attack in progressth aquick response to cyber events coordinated across the cybersecur
mesh Monitoringis donecentrally, providingcorrelated data and singtane visibilityfor an efficient response.

Paul MARAVEI
'G 3‘ Country LeadgrCiscoRomania

https://www.cisco.com

-—

«>

Most of the cybemttacks start with some sort of phishilge have to focus on several aspects regarding cybel
security: wuserso6 beh avnthercuréntgopsliticallcdntexs, i is im@eratde fer usoq e
find the right mindset, to be cybatert, cybeivigilant. We also need to create more cybgperts through
trainingactivities The nonIT experts havaccess to various computer systems, so they todssitrained with
basic cybersecurity trainings, to be aware with the common threats from cybe@ggoezations need to define
cyber security policies and find the tools to implement them. Cisco offers training on cybersecurity f
government organizatiorand a broad range of cybersecurity technologies.
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CLttlin COROI
Chief Security StrategisBitdefender
https://www.bitdefender.ro

)\

TheInvestigation and Forensics Unit within Bitdefentiess beercreatedn 2015with thepurpose to help law
enforcement or state institutions with their investigation on egtacks.The Unit has been involved in many
takedbwns of dark markets where criminaiglddrugs, weapons or malwafgowadays, there is a big increase
of cyber incidents and attacks, like email scams phishingransomware and social engineering attasdsurity
incidents with Internet ofhings (IoT) devicesWith the recent geopolitical evenBitdefender work together

with the National Cyber Security Directorate in supporting Ukraine by providing technical consulting, thre
intelligence and cybersecurity technoldgy people and orgazations in Ukraine, NATO and EU countries.

Magda POPESCU

Outside Legal CounsdDigital Crimes Unif Microsoft Corporation
https://news.microsoft.com/ethe-issues/20225/03/howmicrosoftsdigital-crimesunit-
fights-cybercrime/

Magda shared Microsoft Digital Crimes Unitds vVvi
a prerequisite to ensuring cybersecuiityand how such can be seized. Digi@limes Unit is a complex
multinational team of lawyers, analysts, investigators, engineers focused on fighting cyberfcoimé/alware

to Ransomware, from malicious use of Azure to addressing Business Email Compromise and Tech Su
Fraud. The borderss nature of this crime and its use of technical, human, and financial resources across
globe represents a challenge, but at the same time an opportunity for disrupting the criminal infrastructure
dismantling the flows used by cybercriminals initlaetivity.

( ) Adrian IFRIM
k Senior ManagemDeloitte
QVQ https://www2.deloitte.com

In managingrisks, there g risks that cannot be predictetiie to geopolitical events, technology and natural
disruptors. It is important to do research in order to decrees the amount of uncertainty and to share cyber inci
experience for increasing the level of cybersecuiiiye emerging topics on cybersecurity are deceptions,
behavioral biometrics, post quantum cryptography, awareness, industrial secutityeanelt of Things16T),
products/services built on automatidine cybersecuritymarket is not yet mature providingtools to respond

to these need€urrent infrastructures are built upgears of bad practice, fast workarouraagl make it work
asap situations
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Radu STl NESCU
CEQ, Sandline
https://sandline.ro

Humans can be hacked: over 75% of successful attacks are due to insider threats. Successful security &
exploit the human interests, weaknesses, social values, beliefs motivations, behaviors, cognitive biases and
In order to deal with thesetatks, we have to prevent human profiling, to assess the persons, to identify t
human vulnerabilitiesndremediatehem to train and test people in cybersecurity. It is important to find the
balance between flexibilityral proceduresp make the cybspace flexible and responsive. Technolagy be
used tafocus on riskbased vulnerability managemetd help the organizations to optimize their vulnerability
management, track down the blocking factors tanidhprove the time téix the discovered vuln@bilities.

Bogdan TOPORAN
CEQ, Best Internet Securit{BISS)
www.biss.ro

For me andBest InterneSecurity BISS), it was a pleasure and a great occasion to participate and to remind
the constant challenges in Cybersecurity, while emphasizing the issues that have been accelerated
pandemic and by the realities of cyberwar. We took the opptrtenadvise on the countermeasures that are to
be taken under such circumstances. Based on our-oanglgperience together with our customers, we thought
it is important to mention a few technologies that we see fit to be deployed with priority, seseatpd a short
list. Hopefully it was relevant information for the participants also from our side and | am looking forward
future events organized by RAISA. Thank you
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) CyberCon Romania

SECTION IV: RESEARCH AND DEVELOPMENT ON CYBERSECURITY

Speakers:
1 Tuan TRINH, Director for Eastern Europe, EOigital
1 Marcel PATATU, Expert, EUROPOL Innovation Lab
1 Corina PASCU, Cybersecuritfexpert EU Agency for CybersecurityeNISA)
T Cristian PDeidgndrianinnovation Manager, Orange Romania
T Andr ei AVICEQ BittsSkentinel
T Sorin MI REMHEISWCiUa ,GforiatienSecurityManagersSafetech Innovations
T Dbnu™H TURWKd of Department, ACa(WNAP) 1 6 Nati on
1 Costel CIUCHI, AssociatéProfessarUniversity Politehnica of Buchare@iPB)

Moderator: loan-Cosmin MIHAI, Vice PresidentRomanian Association for InfmationSecurity Assurance
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